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Abstract of the contribution: This contribution proposes to correct the usage of notification correlation information. 
1. Discussion
The current description of 6.1.3 Content of Analytics Exposure misses to contain subscription correlation ID as the content of analytics exposure. 
The description of TS 23.502 clause, which the NWDAF framework inherit, mentioned the subscription correlation ID and the notification correlation ID as below. 
When the subscription is accepted by the Event provider NF, the consumer NF receives from the event provider NF an identifier (Subscription Correlation ID) allowing to further manage (modify, delete) this subscription.
NOTE 1:	The Notification Correlation ID is allocated by the consumer NF that subscribes to event reporting and the Subscription Correlation ID is allocated by the NF that notifies when the event is met. Both correlation identifiers can be assigned the same value, although in principle they are supposed to be different, as they are optimized for finding the subscription related context within each NF.
For example, according to TS 29.518 that state3 specification for AMF, notification message contains both subscription correlation ID and notification correlation ID. 
[bookmark: _Toc3992378]5.3.2.4	Notify
[bookmark: _Toc3992379]5.3.2.4.1	General
The Notify service operation is invoked by the AMF, to send a notification, towards the notification URI, when certain event included in the subscription has taken place. 
The AMF shall use the HTTP method POST, using the notification URI received in the subscription creation as specified in subclause 5.3.2.2.2, including e.g. the subscription ID, Event ID(s) for which event has happened, notification correlation ID provided by the NF service consumer at the time of event subscription, to send a notification. See Figure 5.3.2.4.1-1.

Moreover, the description of 7.2.2 already says the subscription correlation ID as a mandatory output of the notification within the response message of subscription request. 
[bookmark: _Toc6986677]7.2.2	Nnwdaf_AnalyticsSubscription_Subscribe service operation
Service operation name: Nnwdaf_AnalyticsSubscription_Subscribe.
Description: Subscribes to NWDAF analytics with specific parameters.
Inputs, Required: (Set of) Analytics ID(s) defined in Table 7.1-2, Notification Target Address (+ Notification Correlation ID), Analytics Reporting Information.
Inputs, Optional: Target of Analytics Reporting, Analytics Filter(s) associated with each Analytics ID, Subscription Correlation ID (in case of modification of the analytics subscription).
Outputs Required: When the subscription is accepted: Subscription Correlation ID (required for management of this subscription).
Outputs, Optional: None.
Notification Target Address (+ Notification Correlation ID) is used to correlate Notifications sent by NWDAF with this subscription.

Proposal – clarify the description for notification correlation information 
Notification correlation information may contain the part of subscription response, not only provided in the subscription request. 

2.	Proposal
It is proposed to include the added text into the TS 23.288. This contribution proposes to correct the content of analytic exposure. 
* * * * First Change * * * *
[bookmark: _Toc6986606][bookmark: _Toc484168145][bookmark: OLE_LINK5][bookmark: OLE_LINK6][bookmark: _Toc463016657]6.1.3	Contents of Analytics Exposure
The NFs/AFs/ OAM subscribing to (using Nnwdaf_ AnalyticsSubscription) or requesting (using Nnwdaf_AnalyticsInfo) analytics to NWDAF may provide:
-	Analytics ID: one or multiple Analytics ID(s)
NOTE `1:	Analytics ID(s) are also used by AFs subscribing to analytics information via NEF. NEF controls the mapping of Analytics IDs allowed to be exposed to AFs. Details in clauses 6.1.1.2 and 6.1.2.2.
-	Analytics Filter Information. This set of parameter types and values enables to select which type of analytics information is requested (e.g. subset of all available analytics produced by NWDAF for the given Analytics ID value).
-	Target of Analytics Reporting: the object targeted by analytics. The target of analytics reporting indicates entities such as specific UEs, a group of UE(s) or any UE (i.e. all UEs). 
-	A Notification Target Address (+ Notification Correlation ID) as defined in TS 23.502 [3] clause 4.15.1, allowing to correlate notifications received from NWDAF with this subscription.
-	Analytics Reporting Information with the following parameters:
-	Parameters defined in Table 4.15.1-1, TS 23.502 [3].
-	Observation period: time interval [start..end], either in the past or in the future, expressed as positive or negative offsets to the present. An interval in the past is a request for statistics. An interval in the future is a request for predictions. A default value means statistics in the recent past, with a time range defined by the NWDAF.
-	Preferred level of accuracy of the analytics (e.g. Low/High).
-	Time when analytics are needed (if applicable).
NOTE 2:	The feasibility of the parameter "Time when analytics are needed" will be checked by stage 3.
The NWDAF provides analytics feedback to NFs/AFs/ OAM by notifying them (using Nnwdaf_AnalyticsSubscription service) or by responding to analytics requests (using Nnwdaf_AnalyticsInfo service) to analytics with following information:
-	The Notification Correlation Information provided in the subscription request .
-	The Analytics ID(s),
-	Related list of analytics on the requested observation period;
-	Optional additional information:
-	Timestamp of analytics generation, which allows consumers to decide until when the received information shall be used. For instance, an NF can deem a received notification from NWDAF for a given feedback as invalid based on this timestamp;
-	Validity period, which defines the time period for which the analytics information is valid. 
-	Probability assertion: level of certainty, degree of confidence in statistics/prediction.
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